Monitoring and Auditing of Clinical Data
PURPOSE:  To establish policy and procedures on monitoring and auditing clinical data in the RPMS Electronic Health Record (EHR).
POLICY:  It is IHS policy that monitoring and auditing of clinical data in the RPMS EHR is conducted periodically.
PROCEDURE:  The following areas are recommended for monitoring and auditing:

1.     Abnormal Patterns of Activity
a.   
Increase in the number of people accessing a particular record or document.
b. Unusual repetition of particular entries in a record

2.
Routine Documentation Monitoring
a.  Audit providers’ orders for medications and ancillary services to determine if a provider properly documented the reason(s), diagnosis(es) for the test(s), and medication(s) ordered.
b. Audit to determine whether transcription/dictation reports are downloaded to and appear in the correct patient record.
3.
Routine Coding Monitoring and Auditing
a. Monitoring the assignment of codes according to applicable coding guidelines and ensuring that the coding edit checks, such as coding (CPT or ICD-9) a hysterectomy on a male patient or a prostate exam on a female, are working as designed. 

b. Ensuring the documentation supports the code assigned.
c. Unusual changes in the frequency of use of certain types of codes, etc.
d. Monitor the IHS Auditing of EHR Text Integration Utility (TIU) access and documentation to ensure users document as authorized by privileges (role based access) and as defined by the business rules.
e. Monitor and ensure that the Patient Registration Error Report, Coding Queue, and Patient Care Component (PCC) Error Report are being corrected.
f. Monitor for copy/cut and paste in TIU notes
g. Monitor proper documentation by medical students and their attending physicians.
h. Monitor corrections, amendments, and additions to the health record.
i. Monitor appropriate number of days for visit lock in the EHR.
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