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National Cybersecurity
Awareness Month

Cybercriminals are the bad guys of the future. 
Though they don’t necessarily physically injure you, 
they can hurt your reputation, your finances, and 
your emotional and even physical health.
Bad guys can steal your stuff, steal your data, and 
steal your good name. They can also jeopardize 
your job security when they steal IHS information.

Recognizing potential cybercrime is the first step to 
combatting these crooks. Responding appropriately 
to cybercrime when you see it is the knockout blow.
Check out the Security Tips of the Week below from 
Captain Cybersecurity for reminders on how to 
recognize suspicious activity and what you should 
do when you see it.

NEVER 
leave your 

workstation logged in 
when you walk away!

And don’t ignore such an
incident when you

see it!

Be 
proactive if 

you see suspicious 
characters in your 
building. Don’t let 

them follow you into 
restricted areas. 
Report them to 

security.

ALWAYS 
be conscientious 

with your login credentials. 
And stay vigilant against 

phishers and fraudsters. Warn 
your friends and coworkers if 
you receive a scam email, 
and don’t forget to report 

phishing attempts to 
csirt@ihs.gov.

 
Take preventive 

measures to make 
yourself less vulnerable to 

online extortion. Back up your 
data and exercise caution with 
all links, email attachments, and 

web surfing.
Spread the news about 

those crooks too!

Captain Cybersecurity’s Tips to the Rescue


